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Abstract

Continuing harassment from the Nazi Stasi Academy (NSA) is documented in this short 
ebook.  I am a government whistleblower. The internet traffic from my iphone (TMobile), home 
computer (AT&T), and work computer (Comcast-Logix) are all being routed thru Incapsula, 
which is a company that provides internet services to hide and anonymize IP addresses and 
locations.  Part of what the company does is automatically change your IP address many 
times each day, which is done without your permission or knowledge.  The company is a 
subsidiary of Imperva, based in California.  The fact that these three large corporations all 



simultaneously began routing my internet traffic to Incapsula, strongly suggests this is an NSA 
operation.  When I contacted Incapsula, they referred me back to TMobile, saying that 
TMobile is a part owner of Incapsula.  I made it clear that I did not request their services and 
demanded that my iphone be released from such routing.  They refused.  My phone IP 
address and location are being hacked, altered, and fraudulently misrepresented – without my 
consent.  I filed a complaint with the FCC.  The next day, all of my internet connections 
appeared to return to the providers, but I also noticed that the phone kept resetting the IP 
address every few hours – which told me, it was still routing thru Incapsula.  As of 5 March 
2017, my iphone continues to reset the IP address every few hours.  Prior to these events, my 
iphone service with MetroPCS (TMobile) would regularly be blocked from phone calls or texts 
for hours at a time (“Call Failed”).  My attorney's phone, which is also MetroPCS, would be 
standing next to me and working fine – meaning it was not a network problem.  Oddly, even 
while my iphone could not make phone calls or texts, I was able to send emails thru the 
internet because the phone had a perfect, 5-bar signal – but the wifi and bluetooth were shut 
off.  It would appear that these government criminals have hacked and compromised my 
iphone.  I have made a number of complaints to MetroPCS and they claim there is nothing 
they can do.  It is noted that the CIA organizes an annual “Jamboree” in Virginia where 
government agents and contractors, gather to discuss the latest methods for hacking Apple 
software and devices.  TheIntercept.com published a report which is available on their 
website.  This ebook is a continuation of my prior publication, “Cell Phone Hacking by the 
Nazi Stasi Academy (NSA).”  In my opinion, the NSA is not simply monitoring or looking at my 
computer, which is illegal – they are attempting to alter the information, on my computers and 
phone.  

For a complete list of my published ebooks, see “Ebooks published on Smashwords and Lulu 
by Richard Lighthouse;” ISBN 9781370721948.

Introduction

Incapsula is a company that provides specialized internet services.  It is a subsidiary of 
Imperva in California.  I was told by an employee, named Aviv, that TMobile is a part owner of 
the company, but have not been able to confirm this.  I did not request any services from 
Incapsula, nor did I apply for any service with them.  When internet traffic is routed to 
Incapsula, they change your IP address many times each day, to make it difficult to locate or 
track your phone.  

On or about,12 January 2017, all of my internet traffic from three devices began routing to 
Incapsula and this showed up when I checked my IP location.

Cell Phone



Figure 1.  Email sent to Incapsula, 12 January 2017.  Copied on this email are Chris Luna and 
Tom Keys - executives at MetroPCS, a subsidiary of TMobile.  I had previously copied them 
on a number of emails because my iphone would not make phone calls or texts for hours at a 
time, even though the internet was working on the iphone (5 bars) and I could send emails on 
the internet.  Mr Luna later informed me that there was nothing they could do.  My iphone 
would just suddenly start working again after I complained to MetroPCS.  This has happened 
several times.



Figure 2.  Incapsula response.  I did not have an email address in their system for logging in, 
because I did not sign up for their service.  Someone signed me up without my consent or 
knowledge.



Figure 3.  iphone screen capture, 12 January 2017.  I am located in Houston, Texas.  
According to geolocation statistics for IP addresses – the IP address should correctly identify 
your city location more than 80% of the time, particularly if you live in the United States.  
However, for my iphone, the IP location is usually wrong.  Note the 5-bar signal strength in the 
upper left corner.



Figure 4.  Incapsula information.



Figure 5.  Incapsula Netblocks



Figure 6.  iphone. Note the 5-bar signal strength.  In metro Houston, it is usually a very good 
signal.



Figure 7.  12 Janaury, 11:23am



Figure 8.  12 January, 1:38pm.  I am in Houston, not Seattle.

CIA efforts to hack Apple software.  It is an annual event called the “Jamboree.”

https://theintercept.com/2015/03/10/ispy-cia-campaign-steal-apples-secrets/

https://theintercept.com/2015/03/10/ispy-cia-campaign-steal-apples-secrets/


Figure 9.  CIA efforts to hack Apple devices.

Sandia National Laboratories and Lockheed Martin Corporation are involved as well.

https://www.abqjournal.com/553132/sandia-labs-is-implicated-in-hacking-for-cia.html





Figure 12. Home computer - 15 January 2017, 2:17pm.  Internet is working well, but no IP 
address is showing.  On the day before, the IP address was showing as Incapsula, but I did 
not capture it.  Note that these are real-time IP addresses from Ipinfo.io & Eurekapi.com, yet 
as the below screen shots demonstrate, Ipinfo & Eurekapi.com are working fine.   

It is noted that my home computer has scrambled file records – this has been happening for 
about 6 months.  In other words, the files have been encrypted and this was not done by me.  
This computer is running on Windows 8 was not set up to do this, and did not initially operate 
with encrypted folders.   It takes an unusual amount of time to open any folder.  This is 
another example of altered data & information on my computer.  I have also had files deleted 
from the computer, particularly if they are critical of the CIA or NSA.



Figure 13.  Home computer - 15 January 2017, 2:41pm.  Showing locations and AT&T.



Figure 14.  Home computer - 15 January 2017, 4:23pm.  Blocked again.  This switching on 
and off, continues for many hours.



Figure 15. Home computer - Ipinfo.io is clearly working.  The prior screen shot says “Not 
Available.”



Figure 16.  Home computer - EurekaIP is clearly working.

Figure 17.  When I access a weather site on 15 January – it thinks I am located in 



Richardson, Texas – which is about 300 miles away.

Figure 18.  Home computer - another website.  22 Janaury 2017.  The computer has been 
turned off and on many times by now, even the router has been turned on and off – yet it 
shows the same IP address one week later.  This is not impossible, but it is unusual, and 
probably indicates they have hacked it to show the same IP address, even while it is actually 
routing thru Incapsula.

Work Computer



Figure 19.  Work computer: 16 January 2017, 8:10am.  Incapsula service.  Location shows as 
Dover, Delaware in real time.  Another says Texas without a city – also real time. This is 
unusual because, it shows the GPS coordinates (32.7787,-96.8217), then it certainly knows 
what city it is – this is downtown Dallas, not some unknown area.  Why doesn't it say 
“Dallas”?  But I am in Houston.  Several weeks later, the IP Address shows as “Logix,” which 
uses Comcast lines.  

Prior to this, my office internet went thru ECSoffice.com and AppRiver.com – where each 
email had a different IP address when it is sent.  AppRiver.com website states that 
government entities (public and private) are some of their regular customers.  Some of my 
work emails continue to be blocked and filtered, and I have complained about this many 
times.  For example, if I send an email to Mickey.Mouse@ acme.com – nothing is bounced 
back.  Or complete garbage, doiajsdoioid999@999eueh83.com – nothing bounces back.  I 
have no way of knowing if my normal work emails are actually sent or received, unless 
someone responds.

mailto:doiajsdoioid999@999eueh83.com


FCC Complaint

Figure 20.  FCC complaint filed 14 January 2017.



Figure 21.  According to corporationwiki.com, the President of Incapsula is Terry Schmid.  He 
is also the CFO of Imperva.



Figure 22.  Officers of Imperva, according to corporationwiki.com, Anthony Bettencourt is the 
CEO.  Shlomo Kramer is also a President and CEO for the company.



Figure 23.  Addresses for Imperva in California, according to corporationwiki.com

Conclusions

Considering that three large corporations, AT&T, Comcast, and TMobile, all began sending my 
internet traffic thru Incapsula at about the same time – strongly suggests that this is the work 
of the NSA.  Before this happened, I have never heard of Incapsula or Imperva.

This document is a living document.  The author reserves the right to make corrections and 
changes.
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APPENDIX

I am a government whistleblower – see my ebooks about the criminal acts of the CIA and FBI. 
I have identified the location of massive funds (trillions of dollars) owned by the Rockefellers 
on the London Stock Exchange.  Readers are advised that the NSA may be blocking or 
restricting access to some of my ebooks, especially outside the United States. Readers are 
further advised that digital tracking tags may have been placed in my ebooks.  It may be best 
to download from Apple iBooks, if possible.  Note how slowly the jpg's load into the ebook 
when viewing. The content of some ebooks may have been altered – still trying to monitor 
this.  If you have tried to contact me, it is possible that emails and phone calls are being 
blocked (Owenc787 at gmail) 713.three.zero.six.8287; 16930 County Road 831, Pearland, 
Texas, 77584.

Readers are advised to review the website drjudywood.com which provides compelling 
evidence about 9-11. Dr Judy Wood and Dr Morgan Reynolds, university professors, filed 
lawsuits against the US Government for fraud and conspiracy about 9-11. Dr Woods scientific 
presentation is available at youtube. Readers are also advised to see the movie "Sirius" by Dr 
Steven Greer, M.D. It is available for free on Netflix, where it is the #1 documentary, and to 
watch the youtube videos by the Honorable Paul Hellyer, former Canadian Minister of 
Defense.  He has a book titled, “The Money Mafia.”

Also, find my brief educational videos on youtube (Some have been blocked from the search 
engines).

For more than 4 years, this author has been stalked, harassed, and threatened by US 
Government agents from the CIA, FBI, and NSA - because of the content of these ebooks. 
My home has been broken into, repeatedly. In May 2014, my girlfriend was drugged and 
kidnapped from LaGuardia airport. This is not a joke. My computer, phone, and alarm system 
have been hacked, including those of my friends and family. It is truly sad and pathetic, these 
agencies have become criminal organizations. If something happens to me (disappearance, 
false criminal charges, sudden accident, etc. - my readers can be certain that the FBI and CIA 
were involved. In my opinion, the Council on Foreign Relations (CFR) is behind these criminal 
acts. David Rockefeller has been the CEO and Chairman for many years.



Figure 21.  ISBN number for this ebook


